
Appendix B 

Investigatory Powers Commissioner’s Data Assurance recommendations (sent to all 

Councils) 

1) Review the safeguarding obligations in the relevant Code of Practice for any powers used 

by your authority. 

2) Ensure that internal safeguard policies for retaining, reviewing and disposing of any 

relevant data are accurate and up-to-date. 

3) Ensure that the authorising officer for your authority has a full understanding of any data 

pathways2 used for RIPA or IPA data. 

4) Ensure that all data obtained under IPA and RIPA is clearly labelled and stored on a data 

pathway with a known retention policy. 

5) Review the wording of safeguards in any applications to obtain data under IPA and RIPA 

and ensure that they accurately reflect the retention and disposal processes at your 

authority3. 

6) Review whether data obtained under previous authorisations is being retained for longer 

than is necessary and, if appropriate, consider disposing of retained data. 


